Database Versioning

Software projects that require more than one person to contribute to and modify the same database should use some form of database versioning. If they did not, multiple problems would occur: data dependencies would be broken, tables and fields would become unsynchronized, etc. Keeping a single database for the project up to date is difficult. Many people would have to devote time to merge their copies of the database into a single usable one. Therefore, database versioning is becoming more widely used.

Versioning has two main purposes for production: First, versioning allows several parties to manipulate the same material simultaneously. And second, versioning stores previous versions of this material and allows for rolling back to a previous version. [1] The most common use of versioning is to allow multiple people to work on the same software project simultaneously using software versioning. This is accomplished through version control systems such as Git. [2] These software versioning tools allow large teams of programmers to all contribute to the same project safely and effectively. The inherent backup system provided by the tool ensures that the software is kept safe and malicious or unwanted changes can be undone if needed. And, the problem of multiple people accessing the same files is solved by allowing everyone to have their own copy of the shared files while keeping the latest version of the project as a whole in a common, central place - the version control system. Later, individuals’ changes can be merged into the latest version of the project. [2]

Versioning for databases is like software versioning in that files are stored in a version control system to both back them up and to keep the latest updated version of the database in a common, central location. [4] However, unlike software versioning, much more data must be kept describing a database compared to the scripts needed to describe a software project. The files needed to describe a database obviously include schemas, data definition language (DDL) scripts, and data instances. [5] This amount of data is not enough to ensure the dependencies in a database system will still hold, however. This is because databases, unlike source code, consist of dependencies rather than just objects. A change to one field in the database can have lasting effects on the rest of the database. Therefore, database configuration properties, server configuration properties, requirements document, scripts to define users, roles, and permissions, network configuration scripts, etc. are all required. [6] The amount of data that must be stored for each version is one problem with database versioning. Another problem with database versioning is the data dependent nature of databases. And a third problem with database versioning is that culturally many developers see databases as something illogical that cannot be version controlled. To many, because databases are not as simple as source code, version controlling a database seems like a monstrous task not worthy of their time and effort. [7]

Social media companies collect even more information on their consumers than credit card companies. Facebook, for example, collects information on consumers’ personal information, post history, likes and dislikes, comments, friends, and even how much time they spend scrolling through their feed [2]. Like credit card companies, the justification behind maintaining all this data for social media companies is that the data collected regarding users allows for the companies to provide more personalized content. Instagram, for example, has a newsfeed algorithm that gives posts different priorities based on data collected about users’ preferences and engagement history [3]. This personalized content is designed to increase the amount of time spent on a given social media site and hopefully increase the happiness of the user as a result.

Online shopping websites also collect a large amount of user data. Companies like Amazon collect data such as purchasing history, browsing history, method of purchase, spending habits, demographics, etc. This collection of data allows online shopping companies to curate their content towards consumers. In this way, companies can better provide recommendations and individualized coupons based on the browsing and purchasing history of consumers [4]. These recommendations have the potential to influence consumer’s purchasing decisions. This curated view of the online store can also have the effect of seemingly limiting a consumer’s options to a subset based on the consumer’s previous purchases.

There are three types of data that these companies collect when storing data about their consumers: first party data, second party data, and third party data. First party data is the main method of data collection for most companies. It is defined as the information that a company collects regarding its own consumers. This kind of data comes at no cost, is completely legal, and is created and owned by publishers and marketers [5]. An example of using first party data would include Amazon’s recommendation service. The service leverages info based on past purchases and interests to provide the service [6]. The past purchases and interests are first party data in that they are collected by Amazon. Unlike first party data, second party data is not collected by the same company. Instead, a second party collects information that a company uses. This usually occurs when one company makes a deal with a second company to gain access to their First party data. For example, data sold from a social networking site to a credit card company would constitute second party data. The main disadvantage that comes from using second party data is that users must be informed that their data is going to be shared to a different site [7]. Third party data is like second party data in that information is outsourced to a different entity. However, with third party data, information is collected from an organization that does not have any relationship to your company. This usually occurs when companies called data aggregators collect copious amounts of information either by collecting it themselves or buying it from many different publishers. The companies then sell this data to other parties. This kind of data is good for demographic or behavioral targeting. First, second, and third party data can be analyzed to provide information, trends, and statistical probabilities designed to improve services offered by companies.

Two major disadvantages arise from this mass collection of user data by these companies, however. First, opting out of some of this extraneous data collection is usually difficult and sometimes impossible. In this respect, many people agree that Americans have lost control of their personal data [8]. And, this might be costing us money as companies are selling our personal data to other large companies. Second, our personal data might not be stored in a safe way. Cyber-attacks such as the Equifax breach might cause users’ sensitive data such as names, social security numbers, birth dates, etc.to be stolen and used for malicious purposes [9]. In a study done by Pew Research Center, it was found that “a majority of Americans had personally experienced a major data breach” [10]. Privacy and security are the main disadvantages regarding the mass collection of user data.

To protect against these disadvantages, several laws have been enacted. And, while there is no single, comprehensive federal law for data collection in the US, there are several federal and state laws that regulate the collection and use of personal data. In addition, several interest groups and government agencies have developed regulatory tools to keep data collection in check [11]. The federal laws that have been put in place to regulate the collection of personal data include: The Federal Trade Commission Act (FTC Act) which prevents unfair online and offline data security policies and also protects children from online data collection, The Health and Insurance Portability Act (HIPAA) which regulates data about American citizens’ medical information, The Fair Credit Reporting Act which protects American citizens’ information in the files of consumer reporting agencies such as credit card companies, and The Financial Services Modernization Act which regulated data collected about financial information [12]. These laws, while they do provide some basic data protection to American citizens, do not adequately protect all of America’s user data. As such, some state laws have been passed in addition to the federal laws to protect Americans’ data. Although many states have enacted some form of privacy legislation, the best example of states passing this privacy legislation is California [13]. California passed The California Electronic Communications Privacy Act which limits the powers of law enforcement and government officials in the state of California to acquire electronic communication information [14]. In addition to state laws, regulatory organizations such as the Advertising Self-Regulatory Council have been established to create generally accepted procedures to protect and regulate data collection in their respective industries. For example, the ASRC suggests that an icon be placed on any website where tracking data is collected [15]. While many regulatory policies have been enacted both at the federal and state level, more protections need to be established before American citizens’ data is truly private and secure.

Privacy and security of personal data in modern-day America is lacking in that large companies such as Visa, Facebook, and Amazon collect vast quantities of data about citizens and can analyze and sell that data at their discretion. In the future, I hope that more stringent laws will be enacted to limit the powers of these data behemoths. I also plan to limit the amount of personal data that I give websites as I see the detrimental effects it can have towards my data’s privacy and security.
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